IIpaBHu ¢paky/aTeT YHUBep3uTeTa y Humy
Faculty of Law, University of Ni$

MebhyHapoaHa HayyHa KOHepeHIMja
International Scientific Conference

INPABO U /IPYHITBEHU KOH®J/IUKTH
Law and Social Conflicts

360pHUK pajoBa
Collection of papers

2025.



MEBYHAPO/ZIHA HAYYHA KOH®EPEHIIHUJA / INTERNATIONAL SCIENTIFIC CONFERENCE
»ITIPABO M IPYIITBEHU KOH®/JIUKTH” / "LAW AND SOCIAL CONFLICTS”
36opuuk pajosa / Collection of papers
H3paBay / Publisher
MpaBuu dakynrer YuuBepsutera y Humy / Faculty of Law, University of Ni$

3a us, a / For the Publisk

Mpod. ap Mpeapar LiBeTkosuh, fekan
Opranusatop Kondepennuje / Conference organizer
IleHTap 3a NpaBHa U IpylITBEHA UCTPAXKHBakba
Ypeauunu Koudepennuje / Editors-in Chief
Ipod. ap Hebojira Panyesuh, pesosuu npodecop, lpapuu dpaxyarer Yuupepsureray Huuy
Tpod. ap Jymmua Munagunosuh-Credanosuh, penosuu npodecop, lpasuu paxynrer Yausepsuteray Huuty
OpraHMsanuoHu oA60p / Organizing Committee
Ipod. ap Hebojia Pauyesuh, pesosuu npodecop, lpapuu daxysret, YuusepsureT y Huy, ypeaHUK KoHbepeHIyje;
Mpod. ap Aymuna Munaaunosuh-Crepanosuh, pesosuu npodecop, [pasuu dpakynret, YHuBepsuTeT y Huy, ypeHuk koHdepeHuuje;
Mpod. Ap Mupocnas Jlazuh, pegoBuu npodecop, [paBuu daxyaret, YHuBepauTeT y Huy;
pod. ap Jlejan ByueTuh, pegoBuu npodecop, lpaBuu dpakysnret, Yuupepsurtet y Humy;
ITpod. ap Muxajio LiseTkosuh, Banpeauu npodpecop, [lpaBuu dakyaret, YuusepsureT y Humy;
Prof. dr hab. Tadeusz Zembrzuski, Full Professor, Faculty of Law and Administration, University of Warsaw, Poland;
Prof. dr Olga Kosevaliska, Full Professor, Dean, Faculty of Law, University “Goce Delchev Stip“, Republic of North Macedonia;
Ipod. ap Fopan Mapkosuh, pesioBHM npodecop, AekaH, [paBuu dpakyaTet, YauBepsuTeT y Mcrounom CapajeBy, Bocha u Xeprierosua;
Prof. dr .sc. Dario Perda, Associate Professor, Faculty of Law, University of Rijeka, Croatia;
Prof. Cristian Dumitru Mihes, Associate Professor, Dean, Faculty of Law, University of Oradea, Romania;
Prof. dr Savina Mihaylova Goleminova, Associate Professor, Faculty of Economics and Business, Sofia University "St. Kliment Ohridski"
Penensentu / Reviewers
pod. ap Muomupa Kocruh, pesiosu npodecop IlpasHor pakysrera y Humy;
Mpod. ap Fopan O6pasoBuh, pesoBHu npodecop MpaBHor ¢paxysreTa y Huuty;
Mpod. ap Hebojia Panyesuh, pesosuu npopecop Ipasuor dpakyareray Huuty;
pod. ap Jlejan Byueruh, pegosuu npodecop IpapHor ¢pakyareray Huuy;
pod. ap Cnauma Kosauesuh, Banpeguu npodecop IpasHor pakyaTtera y Humy
Ipod. ap Mapko lumutpujesuh, Banpesuu npopecop Ipasuor daxyareray Huuty;
Mpod. ap Musow Mpuna, Banpenu npodpecop IpasHor dakyareray Huuy;
Mpod. np Auhenuja Tacuh, Banpeanu npodecop IpapHor dpakyareray Huuy;
Jlou. ap Cawsa Bophesuh Anekcosckw, oueHT [paBHor pakysnTera y Humy.
Texuuyku ypeanuk / Desktop Publishing: Brasumup Biarojesuh
Jlextypa / Proofreading: l'opaana Urmwarosuh (enrsecku), Anekcanzipa lojkosuh (cprcku)
Kopuue / Cover: Biagumup Bnarojesuh
IlItamna / Print: ATLANTIS D.0.0. Hum
Tupak / Circulation: 50
ISBN: 978-86-7148-337-7
llITamMnarbe oBor 360pHHKa je GHUHAHCHjCKHM TOMOT/I0 MUHMCTApPCTBO HayKe, TEXHOJIONIKOT pa3Boja ¥ nHoBaluja Peny6inke Cp6uje
PazioBu y 0BOM 3G0pHHKY 06GjaB/benH cy noz auneriom CC BY-NC 4.0. Aytopu 3a/pxaBajy ayTopcka npasa.

Papers in this proceedings are published under a CC BY-NC 4.0 license. The authors retain copyright.



Mina Zirojevié, LL.D.," UDK: 316.483:004.7]:340.5

Senior Research Associate, UDK: 004.7:[316.647.5/.8+323.266
Institute of Comparative Law, Belgrade, UDK: 342.727
Prof. Darko M. Markovi¢, LL.D.,” DOI: 10.5281/zenodo.17951969

Associate Professor,

Faculty of Law for Commerce and Judiciary,
University Business Academy in Novi Sad,
Republic of Serbia

DIGITAL PLATFORMS AS CATALYSTS OF SOCIAL CONFLICTS:
COMPARATIVE ANALYSIS OF REGULATORY MECHANISMS™

Abstract: The contemporary society is exposed to a continuous process
of transformation that is strongly influenced by the dynamic develop-
ment of digital platforms. One of the significant positive effects of this
impact is the rapid exchange of information, but it also has its negative
sides as it simultaneously creates new challenges for social stability.
Both globally and locally, digital platforms become catalysts for con-
flicts, such as political polarization, the spread of disinformation and
hate speech. This paper examines how regulatory mechanisms in
Serbia and other jurisdictions respond to these challenges, with the aim
of determining their strengths and limitations. Through a comparative
analysis of international and national approaches, the paper points to
the need to improve the regulatory framework in Serbia, taking into
account the specificities of the local context and global trends. By
applying the content analysis and deduction methods, the authors con-
clude that effective regulation requires linking legal, technological and
educational instruments into a functional model that simultaneously
protects freedom of expression and strengthens social resilience.

Keywords: digital platforms, social conflicts, legal regulation, freedom
of expression, security.

" mina.zirojevic@gmail.com, ORCID ID 0000- 0001-9884-5615.

" darko.bg.ns@gmail.com, ORCID ID 0000-0001-9124-6417.

" The paper was presented orally at the International Scientific Conference “Law and Social
Conflicts,” held at the Faculty of Law, University of NiS§, on 25-26 April 2025.

799



MEBYHAPO/IHA HAYYHA KOH®EPEHIIMJA ,[TPABO U JIPYIITBEHU KOH®JIUKTH” | 2025

1. Introduction

In the last decade, digital platforms have evolved from technological innova-
tions into key actors of social transformation. Their influence is no longer
limited to communication and information exchange, but extends to shaping
public opinion, political dynamics and social values. Instead of merely
reflecting existing attitudes, digital platforms increasingly produce, amplify
and channel them, thanks to algorithmic mechanisms that favor emotional
reaction over rational debate. In such an environment, the issue of regulating
digital space becomes not only a legal but also social, political and ethical
issue of utmost importance.

The aim of this paper is to examine how regulatory mechanisms in Serbia
respond to the challenges posed by digital platforms in the domain of disin-
formation, hate speech and political polarization. Special attention is paid to
comparative experiences and good practices in other European countries,
with the aim of identifying models that would be applicable in the domestic
context. The paper starts from the assumption that effective regulation
cannot rely solely on legal norms but must include institutional readiness,
technological competence and social resilience.

The methodological framework of the paper is based on qualitative content
analysis, a comparative approach, and deductive reasoning. Through the
analysis of relevant reports, laws, academic studies and examples from prac-
tice, the paper seeks to offer an interdisciplinary insight into the issues of
regulating the digital space. The research outcome indicates the need for
functional regulation that combines legal predictability, local moderation
and systemic education as prerequisites for a resilient and democratic digi-
tal environment.

The paper is organized into three analytical chapters. It first examines how
digital platforms have changed their role - from technological intermedi-
aries to actors shaping social relations, emotional reactions, and political
flows. Then, the focus shifts to the mechanisms of digitally fueled conflicts,
with specific reference to polarization, disinformation, and hate speech, and
how they are manifested in the Serbian context. The final section analyzes
regulatory challenges and opportunities: from institutional capacities and
language moderation to media literacy and functional regulation inspired by
the European standards. Based on comparative analysis and insights into
domestic practice, the paper shows that effective regulation is possible only
if legal, technological, and educational instruments are connected into a
single, context-sensitive model that simultaneously protects freedom of
expression and strengthens social resilience.
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2. Digital platforms as actors of social transformation

2.1. From mediator to catalyst

Digital platforms have long been presented as mere technical tools: places
where users “connect freely” and where content “circulates by itself” (Torn-
berg & Uitermark, 2020). In reality, it is about complex mechanisms of influ-
ence that increasingly determine not only what will be seen but also how
something will be thought about. It is not just about the platform mediating
communication but also shaping the conditions for it to take place. It is no
longer difficult to separate the technical infrastructure of platforms from the
social patterns that are formed through them: the algorithm decides what
will be visible, what it will be associated with, and in what context it will be
interpreted. It is no longer a passive filter of content but an active factor that
covertly directs the dynamics of public discourse to maintain attention. In
this sense, the algorithm represents an architecture of power that operates
not by command but by setting the conditions within which some messages
circulate more easily, faster, and more frequently than others.

In a social context, this change in role has led to the rise of emotionally
charged content, which spreads at breakneck speed and often fuels polariza-
tion. Rather than reflecting users’ existing attitudes, platforms increasingly
encourage, amplify, and channel them, owing to algorithmic designs that
favor engagement at all costs. This means that content that provokes out-
rage, fear, or anger appears more often in the feed because these emotions
generate the most reactions, comments, and shares (Tufekci, 2015: 208).

In such an environment, digital platforms are no longer just technological
intermediaries: they have become cultural architectures, in which new social
realities are produced but also where old conflicts are re-articulated and
amplified. This makes them not only communicative but also political actors,
whose decisions (regardless of how “automated” they may be) have real con-
sequences for social cohesion.

2.2. Emotional reactions more important than information

The key to what makes digital platforms functionally powerful but socially
risky is precisely the way in which information is distributed: not by the
measure of importance but by the measure of interaction. The algorithms
that manage content are not designed to inform but to retain attention. In
such a system, attention is not something that is earned by argument but it
is produced by emotion.
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According to Tufekci’s (2015: 208) analysis, algorithmic logic sometimes
coincides with the objective interest of the audience but, in most cases, they
encourage the repetition and reinforcement of content that provokes reac-
tivity: anger, fear, indignation. As these emotions are most easily measurable
(by the number of comments, shares, and even negative reactions), they
become the digital currency in the attention economy. From this perspective,
conflict is not a side effect but a mechanism of engagement.

The Serbian context further complicates the possibility of resisting toxic dig-
ital impact. The Serbian digital environment is often exposed to content that
quickly gains viral potential, not because it is true but because it provokes a
strong emotional reaction in a moment of institutional silence. At the same
time, the level of media literacy remains low. According to the Media Diver-
sity Institute Western Balkans (Hysa et al., 2023: 60-62), Serbia ranks 31st
out of 41 countries in the European Media Literacy Index, which means that
the ability to distinguish accurate information from manipulation is limited
for a large part of the population. At the same time, institutions are slow to
react. Transparency Serbia points to chronic problems in staffing and practi-
cal implementation of existing regulations (Nenadic¢ et al., 2024: 11-13).
This creates an empty space that the platform algorithmically fills: what
remains marginal elsewhere, more easily becomes news here - not by the
weight of the content but by its ability to “hit the nail in the coffin” at the right
moment.

As we already pointed out, research by Tufekci (2015: 208) indicates that
platforms promote content that causes fear, outrage, or moral panic -
because such content engages attention and thus prolongs the users’ pres-
ence. In societies with high media literacy, this type of content often remains
on the margins of public debate; in Serbia, it is gaining strength and breadth.
The reason is not in its truthfulness but in the fact that the algorithm recog-
nizes a key variable: anxiety at the right moment. When the institutional ver-
ification system is late or absent, such news - instead of being denied - mul-
tiplies like a digital epidemic.

As shown in the analysis of media reporting during the 2014 floods in Serbia,
in moments when institutional response is delayed or absent, the space for
disinformation and emotionally charged content expands, not only in tradi-
tional media but also on social networks (Jankovi¢, Srdi¢ & Ba¢anovi¢, 2016).
There is much less such (untrusted and manipulative) content in Estonia and
the Czech Republic, countries where media literacy is integrated into the
education system (National Library of Estonia, 2023; EDMO, 2023). This fur-
ther strengthens the thesis that platforms do not “create” the problem, but
they certainly accelerate and multiply it when society fails to set an episte-
mological threshold for it.
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2.3. Speed, short memory and digital violence

In the digital environment, news travels faster than the readers’ capacity to
question its accuracy. Instead of verification, reaction dominates - often in
the form of bits of anger, fear, or irony, which then become new “fuels” in the
algorithmic cycle. The first to react gains visibility; the one who checks loses
pace. Thus, the paradox of a fast society arises: the more disturbing the mes-
sage, the faster it spreads; the more complex the information, the less likely
itis to be read to the end.

Examples from the local context clearly confirm this. During the COVID-19
pandemic, Viber groups in Serbia and the region have become informal
channels for the spread of unverified and often harmful information: from
claims that the virus kills children to messages calling for complete distrust
of official sources. As pointed out by the Regional Cooperation Council, it is
precisely the emotional coloring of these messages (fear, panic, distrust )
that has enabled them to spread faster and more effectively than official
statements, often without malicious intent but with serious consequences
for social stability (Kapetanovi¢, 2020).

At such a pace, it is worrying that not only is the truth being erased but also
attention. Users rarely move to the stage of considering the consequences of
what they have shared; digital attention is shallow but its effect is not. It
makes digital violence (hate speech, degradation of the interlocutor, misrep-
resentation and caricature of opponents) not only possible but also systemi-
cally encouraged. Moreover, while an individual has little memory of what
he/she posted yesterday, the platform remembers everything and constantly
learns from the posted data how to better engage the person tomorrow.

3. Social conflicts in the digital environment: polarization,
disinformation and hate speech

3.1. Polarization as an algorithmically driven structure

In the digital environment, polarization is no longer just a social conse-
quence; it becomes a productive logic. Algorithmic recommendations, driven
by the logic of engagement, lead less and less to dialogue, and more and
more often to stratification: everyone gets their own version of reality, in
which beliefs are reinforced and doubts are self-quoted. Platforms do not
accelerate the debate: they fragment it, creating digital chambers in which
resistance to opposing opinions becomes a sign of identity (Ecker, 2025: 30).

In Serbia, this logic is visible in the pre-election periods, particularly in 2020
and 2022. Often unconsciously, social media users are locked into “info-eco-
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cameras”: if you watch a satirical video against the government once, the
platform will offer five similar ones; if you read a text relativizing the oppo-
sition, the algorithm will understand it as an instruction for further action
(Medjedovic, 2020). This is how parallel worlds are built, not because some-
one intentionally created them but because someone mathematically opti-
mized them for a longer stay.

Similar processes were observed in Croatia during the 2020 elections, when
memes and video content dominated the networks in the function of politi-
cal mockery. In the United States, it was shown in 2016 how microtargeting
on Facebook can affect the mood of entire demographic groups (Tucker et
al,, 2018: 6). In all these cases, the platform is not the cause of division; it is
its architect and amplifier.

3.2. Disinformation: Viral narratives in times of uncertainty

In times of crisis - be it a health, security or political crisis - social media
become spaces for the rapid spread of content that is not always based on
verified information. It is precisely in such an environment that disinforma-
tion is created and spread. Claims that are not only false but are designed or
edited to misinterpret facts cause confusion or produce an emotional reac-
tion that obscures the capacity for critical thinking.

Research by the SHARE Foundation shows that in Serbia, during the first
months of the COVID-19 pandemic, there was a sharp increase in disinfor-
mation circulating through Viber groups, Facebook profiles and other digital
channels. Among the most prevalent were claims about the impact of vac-
cines on reproductive health, doubts about the origin of the virus, and vari-
ous global conspiracy theories. As stated in the report, the structural appeal
of this content rested on its emotional coloring, formal similarity to official
announcements, and equal accessibility across all social strata (Savi¢ et al.,
2020: 35-38).

What further complicates the fight against disinformation is the fact that
institutional responses are often late, appear confusing, or are not suffi-
ciently adapted to the digital language of communication. Examples from the
report show that, on several occasions, clarification of official positions
occurred only after days of unverified claims being spread. In this temporal
“empty space”, disinformation became the dominant reference for under-
standing the situation (Savi¢ et al., 2020: 35-38).

By comparison, similar trends have been observed in other Eastern Euro-
pean countries, such as Poland and Bulgaria, where research has shown that
disinformation with similar narrative patterns (such as claims that quaran-
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tines are a prelude to a permanent suspension of civil liberties) circulates in
roughly identical digital formats (Chatubinska-Jentkiewicz, Soler & Makuch,
2023: 98-101; Center for the Study of Democracy, 2021). This points to the
transnational nature of these phenomena as well as to the fact that regula-
tory responses must be based not only on domestic legislation but also on
cooperation and rapid reaction within a broader regional and international
framework.

3.3. Hate speech and the normalization of digital violence

On social media, hate speech has become more prevalent not just because it
is “easier for people to say” but also because the communication infrastruc-
ture is set up to reward it. Anonymity protects, algorithms promote, and the
line between sarcasm and insults is increasingly blurred. In this environ-
ment, what is socially acceptable is not determined by institutions but by
indicators of engagement: the number of comments, emoticons, and actions.
The problem is no longer that hate speech “happens” but that it passes, often
as the content with the greatest reach.

In Serbia, especially during election periods, social media algorithms play a
key role in the formation of “info-bubbles”. The mechanism is simple: if a
user views a satirical content directed against the government once, the
algorithm offers them more similar ones; if they open a text that relativizes
the opposition, the system interprets this as a signal for further “profiling” of
the content. In this way, communication spaces with a pronounced ideologi-
cal orientation are created, not because they were intentionally created but
because they are mathematically optimized for the maximum stay of users
within a certain emotional-political sphere. As note by Medjedovic (2020),
this optimization enables a significant multiplication of partial narratives
with minimal platform control during campaigns, and especially in moments
of social crises.

One of the biggest challenges in the fight against digital violence is the lack
of language adaptation of content moderation tools. As shown in the Council
of Europe report, most platforms do not have sufficiently developed mecha-
nisms for recognizing hate speech in less widely spoken languages, including
Serbian and its variants (Council of Europe, 2022). In Croatia and Bosnia and
Herzegovina, several initiatives have been launched in recent years aimed at
strengthening local moderation and developing tools for recognizing digital
violence in the languages of the region (BIRN, 2023b). Although there is no
systematic analysis of their effects, individual reports from Montenegro and
Bosnia and Herzegovina note concrete examples of better cooperation
between the civil sector and platforms during election campaigns, as well as
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somewhat faster reactions to reported content (OSCE/ODIHR, 2024; Meta-
morphosis Foundation, 2025). North Macedonia is mentioned less in this
context but it is reported that a decline in the use of openly offensive lan-
guage in official channels was observed during the pre-election period.

The need for a similar approach in Serbia is increasingly noticeable. If the
legal and institutional system fails to respond to the normalization of digital
violence, the platform will eventually become a space in which the bound-
aries of what is socially acceptable are not determined by law or ethics but
by algorithmic interest in conflict.

4. Towards a more efficient model: regulatory challenges and
opportunities

4.1. Institutional strengthening: capacity, competence, pace

The problem of regulating digital platforms in Serbia is not primarily norma-
tive but also institutional in nature. Existing laws, such as the Public Infor-
mation and Media Act or the Criminal Code, cover certain aspects of disinfor-
mation, hate speech and threats to security in the digital space. However, the
bodies responsible for their implementation, primarily the Regulatory
Authority for Electronic Media (Srb. REM), do not have the capacity to act
effectively in the conditions of technological and communication explosion.

As the regulatory body responsible for electronic media, the REM formally
does not have the authority to intervene in the field of social networks.
Although there are some proposals from the expert community aimed at
expanding its competences, no concrete changes have been made. In prac-
tice, there is no clearly defined institutional response on digital platforms
even in cases where digital platforms host content that would be sanctioned
as hate speech or incitement to violence in traditional media. An even
greater problem is the lack of technological infrastructure and trained staff
to monitor, analyze, and act in the digital environment. Compared to similar
institutions in the European Union, domestic institutions do not have tools
for monitoring virality, detecting algorithmically enhanced content, nor do
they have a sufficient number of digital forensics and regulatory analysis
experts (BIRN, 2023a; ITU, 2023). As shown in the comparative example of
the German BNetzA, which has its own technical teams and direct communi-
cation with the largest platforms (BNetzA, 2022), regulation remains formal
without internal technological competence.

Strengthening institutional capacity in Serbia means not only increasing the
number of employees or allocating more funds but also precisely defining
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jurisdiction over digital platforms. This includes the possibility of issuing
binding orders, cooperating with platforms through transparency mecha-
nisms and, possibly, creating a specialized body within the REM or another
regulator that would deal exclusively with digital content.

4.2. Localization of moderation: Language as a tool and a challenge

One of the key obstacles to effective content regulation on digital platforms
in Serbia is the lack of language adaptation of the moderation system (Mumi-
novic & Kadric, 2024). The world’s largest platforms, such as Facebook,
YouTube or X (formerly Twitter), primarily direct their algorithmic and
human resources for content control towards English and other “high prior-
ity” languages (Gorwa, Bins & Katzenbach, 2020). The Serbian language is
treated as marginal in this system: the volume of content that is moderated
at the local level is negligible compared to the actual volume of commu-
nication.

Comparative experiences show that localization of moderation is not just a
matter of translation but requires a deep understanding of the cultural,
political and linguistic context. ARTICLE 19’s report on content moderation
in Bosnia and Herzegovina (2022) indicates that global platforms often func-
tion as “terra nullius”, spaces in which local context remains invisible to algo-
rithmic and human moderation mechanisms. The lack of understanding of
local markers of hate speech, ethnic tensions and political nuances leads to
ineffective intervention during social crises. The authors of the report pro-
pose the formation of a coalition for freedom of expression and content mod-
eration, which would allow platforms to connect with local actors and better
understand the specificities of language and social context.

Similarly, a BIRN report (2023b) highlights the positive effects of coopera-
tion between media organizations and technology companies during the
election period in Croatia, stating that some categories of discriminatory
comments were significantly decreased, thanks to the moderators trained in
the local language context.

For Serbia, this experience can serve as a basis for developing a similar
model, either by introducing an obligation for platforms to enable modera-
tion in the Serbian language or through public-private initiatives to build a
national moderation infrastructure. Such an approach would need to be not
only linguistically sensitive but also consistent with the domestic legal order,
especially in the areas of freedom of expression and legal protection of users.
A regulatory system that claims to be effective must recognize from the
outset that, in the digital environment, language is not only a means of com-
munication but also the first line of regulation.
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4.3. Media literacy as a prerequisite for resilience

In Serbia, media literacy is rarely treated as a priority (Karadzi¢ et al., 2023:
54-58); yet, it is a strategic prerequisite for digital security. The problem lies
not only in the lack of curricular content but also in the fact that the ability
to read critically, evaluate sources and recognize manipulation is not recog-
nized as a matter of public interest. Content regulation has limited scope if
citizens are unable to recognize its risks before reacting to it (Karadzi¢ et al.,
2023: 60, 83).

Media literacy programs in Serbia are mostly limited to short-term projects
and are not integrated into the education system at a strategic level. Accord-
ing to the Media Literacy Index 2022, Serbia is among the countries with the
lowest level of media literacy in Europe; the reason for this devastating state
of affairs is the lack of institutional support and systemic approach. This
deficit is becoming increasingly security-related, as confirmed by UNICEF’s
Policy Brief (2023), which emphasizes that media and digital literacy must
be an integral part of school policies aimed at protecting children in the dig-
ital environment, and as a prerequisite for resilience to manipulation, data
misuse and technologically mediated violence (Lessenski, 2022; UNICEEF,
2023: 6-9).

Positive comparative experiences exist. In Finland, media literacy is inte-
grated into the education system as an interdisciplinary topic, present across
the curricula from primary school to upper secondary school. Instead of
being treated as an isolated lesson, it is developed as a civic competence, the
ability to critically read media content, recognize manipulative techniques,
understand the digital footprint and share information responsibly. Accord-
ing to the OECD report, “Finland’s media literacy education system is a key
component of its effort to strengthen societal resilience to systematic and
targeted dissemination of disinformation and anti-democratic messages”
(OECD, 2023). Such an approach involves cooperation between schools,
libraries, media, NGOs and state institutions, within a whole-of-society and
whole-of-government model.

In the domestic context, the potential for a similar approach exists in coop-
eration between schools, the non-governmental sector and the media, with
the support of the state. Instead of occasional campaigns, there is a need for
a systemic approach (from textbooks to morning programs, from teachers to
YouTube creators) because, in an era where the digital word has conse-
quences, the ability to interpret it is not a matter of luxury but of public
interest.
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4.4. From legal to functional regulation: digital pragmatism

The regulation of digital platforms today is rarely addressed by the question
of whether but rather by the question of how. Normative frameworks that
only declaratively establish obligations but do not contain mechanisms for
monitoring, enforcement and handling the consequences remain in the
realm of good intentions. A shift towards functional regulation is needed,
one that not only describes objectives but also acts in accordance with the
pace and technological specificity of the digital environment.

The example of the European Digital Services Act (DSA) indicates this shift:
it requires not only the removal of harmful content but also transparency of
algorithms, the mandatory appointment of a legal representative in member
states and the possibility of direct communication between platforms and
national bodies (European Commission, 2024: 5-8). Although Serbia is not a
member of the EU, the mechanisms envisaged in the DSA can serve as a
source of inspiration for domestic regulations that would be binding, pre-
dictable and, most importantly - operational.

One of the key elements of functional regulation is the balance between free-
dom of expression and protection from digital violence. Instead of a binary
logic, either complete freedom or complete control, it is necessary to develop
institutional criteria that allow for rapid, proportionate and legally verifiable
intervention. Criminal policy cannot be the only tool: prevention, coopera-
tion and education mechanisms are equally important.

Platforms are not external actors within the legal order; they are already an
integral part of it, albeit an unregulated one. If a new regulatory logic is not
derived from this, we risk the legal order remaining fixed on messages that
are already late. Instead of limiting ourselves to declarative expectations, a
model is needed in which regulators have a clear set of tools and platforms
are obliged to respond in real time. Otherwise, the public interest remains in
the domain of the statement, not the consequences.

5. Conclusion

Digital platforms are no longer technological intermediaries but active
shapers of the public sphere. Their algorithmic logic, geared towards maxi-
mum engagement, produces an environment in which polarization, disinfor-
mation, and hate speech are not random phenomena but systemically driven
structures. In such an environment, regulation can be neither exclusively
legal nor exclusively technical; it must be functional, interdisciplinary, and
contextually sensitive.
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The challenges Serbia faces are delicate: in addition to the already high-
lighted problem of low media literacy, there is a limitation of institutional
capacities, and moderation mechanisms often fail to recognize the linguistic
and cultural nuances of the local context. Nevertheless, comparative experi-
ences show that it is possible to build a model that combines legal pre-
dictability, technological competence, and social resilience. This involves not
only improving the regulatory framework but also building an infrastructure
for local moderation, systemic education, and institutional cooperation.

Rather than leaving the digital space as a zone of normative uncertainty,
there is a need to develop an approach in which the platform is obligated, the
citizen is empowered, and the institution is technologically equipped. Regu-
lation that does not keep pace with digital reality risks being symbolic. But
regulation that recognizes the algorithm as a new architecture of power and
responsibly sets its limits can become the basis for a new social contract in
the digital age.
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/Ip MuHa 3upojesuh,

Buwiu HayvHu capadHuk,

HHcmumym 3a ynopedHo npaeo, beozpad,

Ap Aapko M. Mapkoeuh,

BanpedHu npodgpecop,

IIpasHu pakynmem 3a npuspedy u npasocybe,
YHusepsumem Illpuspedna akademuja y Hoeom Cady,
Peny6auka Cp6uja

AHUTHTAJIHE I/TATOOPME KAO KATAJIH3ATOPH JIPYLUITBEHHX
KOH®PJ/IMKATA: KOMIIAPATHBHA AHAJIH3A
IIPABHHX PETY/IATOPHUX MEXAHHU3AMA

Pe3ume

CaspemeHo Opyuwmeo je u3/s0i#eHo0 KOHMUHYUPaHOM npoyecy mpaHchopma-
yuje kKoju je nod cHaxcHuUM ymuyajem OUHAMUYHOZ passoja du2uma/aHux
naamgopmu. bp3a pazmena uHgopmayuja, kao jedaH 00 3HA4AjHUX NO3UMUE-
HUX ehekama o8akeoz ymuyaja, uma u ceoje HezcamueHe CMpaHe, jep ucmo-
8peMeHO cmeapa Hose u3asoee 3a dpyumeeHy cmabuiHocm. Kako y ceemy,
mako u y Cpbuju, oge naiam@popme nocmajy kamaausamopu KoH@.aukama,
Kao wmo cy noaumuyka nosaapusayuja, wuperse desuHgpopmayuja u 2080p
Mpicree. Ymecmo da deayjy kao HeympasaHU MexHO/A0WKU NnocpedHuyu,
naamgopme cee yewhe umajy akmusHy yn02y y 0b61uUK08AHY jagHO2 Npo-
cmopa, wmo omeapa numarea 002080pHOCMU, MPAHCNAPEHMHOCMU U pezy-
sAamuse. Y pady ce pazmampajy Ha4uUHuU Ha kKoje npagHu cucmemu y Cpbuju u
nojeduHum dpyzum dpicasama nokywasajy da odzoeope Ha u3aszose Koje
doHocu desnosarse duzumaaHux naamgopmu. llopeherbem pazauvumux npu-
cmyna, Hacmoju ce cazsaedamu wma y nocmojehum pewersuma @yHKYuo-
Huwe, wma u3ocmaje, u 20e hocmoju hpocmop 3a npu/aazohasarbe cCPncKoz
pezys1amopHoz 0Keupa — He camo y ckaady ca domahum nompebama, seh u 'y
ceemsy wupux, 2106a1HUX kpemarsa. [locebHa naxcrba noceehena je numarby
KaKo npasHu cucmemu peazyjy Ha aa120pumamcky nocpedo8aHocm y wupery
cadpicaja, Kao u Ha y/a02y dpxcase y 3aumumu jagHo2 UHmepeca 6e3 y2poixca-
8arba cs0600e uspaxcasarba. IlpumeHom memoda aHaAulde cadpxcaja u
dedykyuje, pad Hacmoju da nokadice da eghukacHa pezayaayuja He Moxce novu-
8amMu UCK/bY4UB0 HA NPABHUM HOpMAMA, 8eh 3axmesa nose3usarbe NPasHux,
MexHO/N0WKUX U 06pa3o8HUX UHcmpymeHamay yHKyuoHaaH modes. Takas
Modes Mopa bumu y cmarky da 002080pU HA CA0XHCEHOCM AU2UMA/IHO2 OKpPY-
Jcerba, wmumehu ucmospemeHo OCHO8HA npasa u javajyhu dpywmeeHy
omnopHocm.

KryuHne peyu: dueumasane naamgopme, dpyuwmeseHu cykobu, npasHa pezy-
Jsamuea, cs10600a uspaxcasarsa, 6e36edHocm.

814



CIP - KaTasiorusanuja y ny6jaukanyju

HapopgHa 6u6bsnoreka Cpbuje, Beorpaf,

340:316.48(082)
342:341.231.14(082)
004.8:340(082)

MEBYHAPO/ZIHA HayuyHa koHdepeHuuja [IpaBo u ApylmITBeHH KOHQJIUKTH
(2025 ; Hum)

360pHuK pazoBa / MebynaposHa HayuyHa koHdepeHuuja I[IpaBo u
ApywiTBeHu KoHuukTH, Hum, anpun 2025. = Collection of papers /
International scientific conference Law and social conflicts ; [opranusaTop
KoHOepeHnje, conference organizer lleHTap 3a mpaBHa W ApyLITBeHA
HUCTpaXXUBamwa ; ypeaHULM KoHpepeHnuje, editors-in chief He6ojma
PanueBuh, [ymwuna MwunaguHoBuh-CredpanoBuh]. - Hum : I[lpaBHH
dakynrteTr YHuBepauTtera, 2025 (Hu : Atlantis). - 847 ctp. ; 24 cm

Tupax 50. - Peu ypennuka mehyHaposHe HayuyHe KoHbepeHnuje ,IIpaBo u
JpyIITBEHU KOHPAUKTH : cTp. 9. - Bubanorpaduja y3 cBaku paf. - Peaumen
; Abstracts.

ISBN 978-86-7148-337-7

a) IpaBo -- [lpymTBeHH KOHQJIUKTH -- 360pHUIKM b) YcTraBHO mpaBo --
Jbyncka mpaBa -- 36opHunM v) Bemrauka uHTenureHnuja -- [lpaBo --
360pHULU

COBISS.SR-ID 182573833




